
We are confident Azure Sentinel will improve the threat detection and response 
capabilities for your organization and prove to be a worthwhile addition to your  
security infrastructure. If desired, Sentinel SMEs can also recommend next steps to  
expand visibility and ongoing monitoring of your environment through Fortis to further  
harden the security posture of your organization.
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Available through November 30, 2021
Start your trial today by calling 1.800.769.4343 or  visiting www.sentiel.com/solutions/alwayssecure

•• A Sentinel subject matter expert (SME) conducts a scope review,  
 details the engagement and available built-in connectors applicable  
	 to	your	activation.	Common	connectors	include	Office	365,	Azure	Cloud,	 
 AWS Cloud, and Google Workspace.  

•• Estimate costs associated with the consumption during the Activate 
  workshop period (if any) and sign a consumption agreement with  
 Sentinel’s Gold Microsoft Partnership plan. 

•• Activation can occur on the initial call if the agreement is in place,  
 or a subsequent call can be scheduled to activate your trial.

•• On the third week of activation a Sentinel SME will review your  
	 Azure	Sentinel	experience	and	make	recommendations	based	
	 upon	the	findings. 

•• At	the	end	of	your	one	month	trial,	either	retain	Azure	Sentinel	 
 or request deactivation with no further obligation.

Workshop OverviewIntroducing the low risk and cost effective  
Fortis	Evaluation	Jump	Start	for	Azure	Sentinel.	
This accelerated engagement combines both  
interview and activation of service, including  
intelligent observations over a short period of 
time. A viable proof of concept is built with your  
organization’s data and run within your environment. 

It does the thinking so you don’t have to.  
Azure	Sentinel	uses	large-scale	intelligence	and	AI	
to make threat detection and response smarter and 
faster, eliminates security infrastructure setup and 
maintenance, elastically scales to meet your needs, 
and	reduces	traditional	SIEM	costs	up	to	48%.  
 

Fortis Evaluation Jump Start – Azure Sentinel

  

Available for a limited time at low or no cost to you Microsoft’s	Azure	Sentinel	is	a	cloud	native	
security	information	event	management	(SIEM)	and	security	orchestration	automated	response	
(SOAR)	platform	for	the	modern	world.	While	organizations	continue	to	invest	in	critical	protection	
technologies, most still face challenges when it comes to detection and response capabilities.

  Threat Intelligence We Insist You Try

Azure Sentinel:  
Threat Detection Customized  
For Your Enterprise.
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