
GET STARTED
If you are interested in learning more about our in-depth  
readiness assessments, please contact Sentinel or your  
existing Sentinel Account Manager today.

Sentinel Technologies
1.800.769.4343
Sentinel.com/Solutions/FortisBySentinel

FOCUS AREAS
Readiness assessments can be very broad, or strategically focused on  
specific areas. This includes:

•• Broad-Level Infrastructure Systems
•• Backup Infrastructure
•• File Systems
•• Virtualization Platforms
•• Active Directory
•• Endpoint Detection & Response Solutions

•• Cloud Infrastructure
•• Email & Collaboration Services
•• Storage Platforms
•• Authentication & Authorization Platforms
•• Perimeter Networking

KEY BENEFITS
•• Identify Technology Stack Limitations
•• Configuration Reviews
•• Review Operations Policies & Documentation

•• Actionable Roadmap Development
•• Executive Briefing
•• Technical Findings Report

Sentinel’s highly experienced team of security experts performs a hands-on evaluation of your  
organization’s IT environment from the frequently overlooked Incident Response perspective.  
This assessment identifies any weaknesses to help ensure that when an incident occurs, your  
technology will be redundant, resilient, and ready.

An in-depth look at your technology platforms to determine if they are capable  
of withstanding and recovering from a cybersecurity breach.

Incident Response
Readiness Assessments


